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**** START OF CHANGES
**** Change 1
10.1
General

This clause addresses security procedures for IMS emergency session handling.
**** Change 2
12.1
General

In the 5G system, the Network Functions securely expose capabilities and events to 3rd party Application Functions via NEF. The NEF also enable secure provision of information in the 3GPP network by authenticated and authorized Application Functions.

Requirements on security aspects of NEF are captured in clause 5.9.2.3. 

**** END OF CHANGES

